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Abstract—Every decision may involve risks. Real-world risk issues are usually supervised by third parties. Decision-making may be affected by the absence of sufficient or reasonable trust or to the opposite, an unconditional, excessive, or blind trust, which is called trust risks. Conflict eliminating process (CEP) aims to facilitate satisfactory consensus by decision makers (DMs) through continuous reconciliation between their opinion differences on the subject matter. This paper addresses trust risks in CEP of social network group decision making (SNGDM) through third-party monitoring. A trust risk analysis-based conflict-eliminating model for SNGDM is developed. It is assumed that a third-party agency monitors the DMs’ credibility and performance, which is recorded in an objective evaluation matrix and multi-attribute trust assessment matrix (MTAM). A trust risk measurement methodology is proposed to classify the DMs’ different trust risk types and to measure the trust risk index (TRI) of a group of DMs. When TRI is unacceptable, a trust risk management mechanism that controls TRI is activated. Different management policies are applicable to DMs’ different trust risk types. There are two main methods: 1) dynamically update the MTAM based on DMs’ performance, and 2) provide suggestions for modifying the DM’s information with high TRI. Besides, as part of the integrated CEP, this model includes an optimization approach to dynamically derive DMs’ reliable aggregation weights from their MTAM. Simulation experiments and an illustrative example support the feasibility and validity of the proposed model for managing trust risks in CEP of SNGDM.
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I. INTRODUCTION

WITH the progress of intelligent decision-making, modeling of social network group decision making (SNGDM) has been an attractive topic [1]. The SNGDM process can be briefly described as follows: decision makers (DMs) voice their opinions with respect to multiple alternatives for a common decision problem on a social network platform and seek out their collective optimal solution. At the initial stage of the SNGDM process, DMs may have conflicting views. Consequently, a conflict eliminating process (CEP) is required to reach satisfactory consensus among DMs [1, 2]. The traditional CEP framework includes five pivotal elements: 1) preference representation, 2) aggregation, 3) measurement of conflict level, 4) feedback mechanism, and 5) selection process. Different from traditional scenarios, social networks (SNs) have the advantages of collaboration, information sharing, convenient communication and interoperability [3]. There are two types of consensus models for eliminating conflicts among DMs in SNGDM that have been extensively studied: 1) conflict-eliminating model based on trust relationships [4], and 2) conflict-eliminating model based on opinion evolution [1, 5].

In SNGDM, trust relationships among DMs are regarded as the critical components of CEP. On the one hand, trust is a key factor reflecting the status and importance of DMs in the SN, and can be explicitly used to derive the aggregation weights of DMs [5]. On the other hand, trust-based feedback is considered to be a more acceptable feedback strategy for DMs [4]. Classically, the measurement of trust relationships among DMs in the SN has two characteristics: 1) matrix representation is
used to model trust relationships among DMs in an SN, which is deemed as a reliable source to calculate the trust degrees (TDs) of DMs [6]; 2) trust is generally considered static and immutable in SNGDM [7], which also makes the aggregation weights of DMs in CEP static or fixed throughout the SNGDM processes. Whereas, this weights derivation method based on TDs does not conform to the dynamic changes of actual decision-making situation and needs to be remedied.

Although many trust-based conflict-eliminating models have been developed in SNGDM, they have usually overlooked an established fact: trust is always accompanied by risks [8, 9]. At present, most researches on trust risks focus on the fields of economy, finance and e-commerce. In SNGDM, only the trust transitivity research that integrates the DMs’ risk attitude [10] has been covered, with no implementation of the trust risk issues into CEP. In real-world SNGDM, DMs’ credibility may be different from the TDs obtained from SN, which means that DMs’ credibility does not match their status and importance in the SN. In this case, some DMs may be blindly trusted or lack due trust, which is called trust risks. Ultimately, they may mislead the public and affect the reliability and credibility of decision result. However, to our knowledge, the existing trust-based CEPs in SNGDM often ignore the assessment of DMs’ different credibility, and do not conduct quantitative analysis and management of trust risks.

The above analysis shows that there are still some key aspects of CEP in SNGDM that need further investigation:

1. Credibility assessment
   As the main input information, the credibility of DMs’ information plays a key role in decision-making. DMs’ different knowledge backgrounds or interest imply that their preferences and credibility are also different. Coupled with the anonymity and openness of SNs, the credibility assessment of DMs and their information may lack strong supervision in decision-making process [11]. Hence, finding a reliable methodology to evaluate the credibility of DMs in CEP is a challenging problem.

2. Dynamic derivation of DMs’ weights
   The openness of SNs and the interaction of decision information requires the distribution of DMs’ weights to be dynamic rather than fixed and static. Meanwhile, the role of DMs’ credibility in weight generation process cannot be ignored. This is because a DM with high credibility and high prestige in the SN should have a higher weight when gathering information. Consequently, within the considered dynamic interaction decision-making process, it is necessary to carry out research on dynamic weights generation process based on the credibility and TDs of DMs.

3. Trust risk measurement and dynamic management mechanism in CEP
   DMs’ cognition level or external temptations may result in DMs providing low credibility, biased or misleading information. Naturally, DMs’ TDs may not match their credibility, which gives rise to two trust risk issues: 1) if the DM with low credibility has high TD because of her/his position in the SN, she/he may be blindly trusted or over-trusted by others, and 2) if a DM who provides reasonable and reliable information has a lower status in the SN, she/he may lack sufficient trust. Obviously, DMs with blind trust or lack of appropriate trust may mislead other members of the group, resulting in misleading and unfair decision results. Thus, to ensure the credibility and reliability of the final decision, it is urgent to measure and dynamically manage the trust risk issues in CEP of SNGDM.

Motivated by these problems, this study establishes a novel conflict-eliminating framework with trust risk dynamic management mechanism to manage trust risks and promote consensus. The proposed methodology contains the following key features:

1. A third-party agency is introduced to monitor and evaluate the performance and trustworthiness of DMs. In fact, the credibility evaluation of DMs cannot be given by themselves since self-evaluation is easy to be unfair. Hence, the credibility evaluation by a fair and neutral third-party organization becomes a valid approach [12]. Thus, DMs will share their information with the third party so that they can correctly hold and understand DMs’ information at each CEP round to help the assessment of the performance and trustworthiness of DMs. Further, the third party can realize trust risk management and optimize CEP by influencing the DMs’ preferences. Based on the above analysis and inspired by the work by Wu, et al. [13], the third-party regulatory agency should comply with the following hypotheses:
   **Hypothesis 1.** The third party is fair, impartial, reliable, and not driven by various interests in CEP.
   **Hypothesis 2.** The third party has in-depth knowledge of the DMs’ information and performance at each CEP round.
   
   Herein, various factors that affect DMs’ credibility, such as competence, consistency, fairness, integrity and receptivity, are considered [14]. The evaluation information is offered by means of an objective evaluation matrix (OEM).

2. A dynamic weights generation process is designed. As per the third-party evaluation information, combined with TDs derived by SNs, a multi-attribute trust assessment matrix (MTAM) is constructed. Based on an optimization approach, DMs’ weights are obtained from their MTAM and integrated into the CEP.

3. This is the first attempt to study the CEP with trust risk problems in SNGDM framework. To manage the trust risk issues in CEP, a novel trust risk measurement and dynamic management mechanism is developed. By measuring the deviation between the weight rankings of MTAM and OEM, the DMs’ trust risk degrees and trust risk types are determined. Moreover, a trust risk index (TRI) is introduced to judge whether the trust risk degree of the group of DMs is acceptable or not. When TRI is unacceptable, the trust risk dynamic management mechanism is activated. The third party provides different strategies for DMs’ different trust risk types: 1) for a DM lacking sufficient trust, the MTAM is dynamically updated to provide compensation and rewards, and 2) for a blindly trusted DM, while the MTAM is dynamically updated and punished, she/he is encouraged to modify her/his judgments based on the highly credible DM’s information. This mechanism reduces the group TRI and guarantees the reliability
of the decision results.

(4) A new conflict elimination framework with trust risk dynamic management under the supervision of third party is proposed. In this model, the third party measures and manages trust risk issues by monitoring DMs’ performance and credibility. Through the dynamic update of the MTAM, the DMs’ weights are dynamically allocated and applies in the CEP. Eventually, the proposed methodology reduces the group TRI while eliminating the conflict of DMs’ opinions to allow the reaching of consensus.

Some simulation experiments are designed to support the feasibility and validity of the proposal for handling trust risk issues in CEP of SNGDM. It is noticed that trust risk issues are widespread phenomena in decision-making, which becomes more obvious as the number of DMs increases. When TRI is high, trust risk dynamic management mechanism is activated. A strict TRI threshold and an appropriate reward and punishment coefficient allow for the trust risk management to be more efficient and faster. Compared with the traditional CEP, it is found that the proposed dynamic management of trust risk issues in CEP can accelerate consensus and increase the success ratio of conflict elimination. From an application point of view, an illustrative example demonstrates how the proposed conflict resolution framework dynamically manages trust risks and eliminates conflicts of DMs’ opinions in SNGDM. The results of this example support the claim that the proposed methodology provides decision support to address trust risk issues in real-world SNGDM, which ensures the rationality and reliability of the decision-making outcome.

The rest of this paper is organized as follows. Section II reviews some preliminaries and describes the trust risk problems in the CEP of SNGDM. In section III, a new decision framework to address trust risk issues is developed. Trust risk measurement and dynamic management mechanism are also elaborated in this section. Section IV reports on the feasibility and validity of the proposed methodology with simulation experiments while section V provides an illustrative example. Section VI summarizes the main research contributions as well as potential follow-up studies for future work.

II. PRELIMINARIES

This section introduces basic knowledge on additive preference relations (APRs) and related properties, the selection process in group decision making (GDM), and trust relationships among DMs in SNs. Additionally, the decision problem of interest, the CEP with trust risks in SNGDM, is described in section II.D.

A. APRs

Herein, \( X = \{ x_1, x_2, ..., x_n \} \) \((n \geq 2)\) represents a finite set of alternatives, while \( E = \{ e_1, e_2, ..., e_m \} \) \((m \geq 2)\) represents a set of DMs who express their views using APRs as described below.

**Definition 1 [15]:** An APR on \( X \) is represented by a matrix \( P=(p_{ij})_{n \times n} \), with elements \( p_{ij} \) being the preference degree in \([0,1]\) of alternative \( x_i \) over alternative \( x_j \). An APR is often assumed to be reciprocity: \( p_{ij}/p_{ji}=1 \), for all \( i, j = 1, ..., n \).

**Definition 2 [16]:** An APR \( P=(p_{ij})_{n \times n} \) is multiplicative consistent if it satisfies the property:

\[
p_{ij}p_{jk}p_{ki} = p_{ij}p_{kj}p_{ji} \quad \text{for all } i, j, k = 1, ..., n .
\] (1)

Xia, et al. [17] proposed the below geometric consistency index \((GCI)\) to measure the multiplicative consistency of APRs:

\[
GCI(P) = \frac{2}{(n-1)(n-2)} \sum_{i<j} (\ln p_{ij} - \ln p_{ji} - \ln w_i + \ln w_j)^2,
\] (2)

where \( w=(w_1, w_2, ..., w_n) \), \( w_i \in [0,1] \) and \( \sum_{i=1}^{n} w_i = 1 \), is the priority weighting vector associated to \( P \). According to the consistency ratio \((CR)\) given by Saaty [18], Xu, et al. [19] extended the \( GCI \) thresholds of multiplicative preference relations in [20] to obtain the corresponding thresholds of APRs (Table I). If \( GCI(P) \leq GCI \), \( P \) is of acceptable multiplicative consistency.

**Table I: The GCI Threshold for APRs**

<table>
<thead>
<tr>
<th>CR</th>
<th>0.01</th>
<th>0.05</th>
<th>0.1</th>
<th>0.15</th>
</tr>
</thead>
<tbody>
<tr>
<td>GCI(n=3)</td>
<td>0.0314</td>
<td>0.1573</td>
<td>0.3147</td>
<td>0.4720</td>
</tr>
<tr>
<td>GCI(n=4)</td>
<td>0.0352</td>
<td>0.1763</td>
<td>0.3526</td>
<td>0.5289</td>
</tr>
<tr>
<td>GCI(n=5)</td>
<td>0.0380</td>
<td>0.1815</td>
<td>0.3700</td>
<td>0.5555</td>
</tr>
</tbody>
</table>

**Definition 3 [21]:** An APR \( P=(p_{ij})_{n \times n} \) is ordinarily consistent, if the following conditions are satisfied.

(1) If \( p_{ik} \geq 0.5, p_{ji} \geq 0.5, \) or \( p_{ij} \geq 0.5, p_{ji} \geq 0.5, \) then \( p_{ik} = 0.5 \).

(2) If \( p_{ik} = 0.5 \) and \( p_{ji} = 0.5 \), then \( p_{ij} = 0.5 \).

B. Selection Process

The selection process of GDM includes two stages:

(1) Aggregation phase: This phase aims to obtain a collective APR \( P^{(c)} = (p_{ij}^{(c)})_{n \times n} \) by fusing all individual APRs \( P^{(i)} = (p_{ij}^{(i)})_{n \times n}, k=1, ..., m \). In this study, the weighted average \((WA)\) operator is used to obtain the collective APR:

\[
p_{ij}^{(c)} = WA(P_{ij}^{(1)}, P_{ij}^{(2)}, ..., P_{ij}^{(m)}) = \sum_{k=1}^{m} \lambda_k p_{ij}^{(k)},
\] (3)

where \( \lambda_k \in [0,1] \) is the weight of DM \( e_k \) subject to the normalization property \( \sum_{k=1}^{m} \lambda_k = 1 \).

(2) Exploitation phase: Once the collective APR is obtained, the exploitation stage is applied to derive the final ranking of alternatives. Inspired by the ordered weighted averaging \((OWA)\) [22], the quantifier-guided dominance degree \((QGDD)\) of alternatives based on the APR, \( P \), measures the degree up to which one alternative dominates a “fuzzy majority” of the rest of alternatives, and it is defined as follows [23]:

\[
QGDD(x_j) = OWA_{d_j} (p_{ij}, j=1, ..., n).
\] (4)

C. Trust Relationship among DMs in Social Networks

Trust relationship among DMs is of great significance in any GDM process. It is generally regarded as a reliable information to obtain the aggregation weights of DMs [5]. Social network analysis \((SNA)\) is a common and effective tool to measure the trust relationship between DMs within a group [1]. The three components of SNA are: the participants set, the relationship between participants, and the attributes of participants. Moreover, there are three frequently used approaches to show the set and relationships of participants (Table II):

(1) Sociometric: utilize two-ways matrices, called socio-
matrices or adjacency matrices, to express relationships among DMs in the SN.

(2) Graph: use graph of nodes connected by directed edges to represent the relationships between relevant DMs in the SN.

(3) Algebraic: differentiate several unique relationships and signify different combinations of relationships.

### DIFFERENT REPRESENTATION SCHEMES IN SNA

<table>
<thead>
<tr>
<th>Sociometric</th>
<th>Graph</th>
<th>Algebra</th>
</tr>
</thead>
</table>
| A = \[
\begin{pmatrix}
0 & 1 & 0 & 1 & 1 \\
0 & 1 & 0 & 1 & 1 \\
1 & 1 & 0 & 0 & 0 \\
0 & 0 & 0 & 0 & 1 \\
0 & 0 & 1 & 1 & 0
\end{pmatrix}
| e_1, R_{e_2}, e_1, R_{e_3}, e_1, R_{e_4}, e_1, R_{e_5}, e_2, R_{e_3}, e_2, R_{e_4}, e_2, R_{e_5}, e_3, R_{e_4}, e_3, R_{e_5} |

To appropriately express trust relationships in SNA, a fuzzy sociometric is proposed to model the uncertainty of trust relationships, thereby improving the accuracy of description [24].

**Definition 4 [24]:** A fuzzy sociometric on E, S, is a relation on \( E \times E \to [0,1] \), where \( S(e_i, e_j) = s_{ij} \) \( [0,1] \) measures the extent up to which \( e_i \) is related to \( e_j \). In particular, \( s_{ij} = 1 \) or 0 means that \( e_i \) is absolutely related to \( e_j \) or \( e_i \) is independent of \( e_j \), respectively.

In actual SNGDM problems, there might be a direct or indirect trust relationship between each pair of DMs. For instance, in Fig. 1, \( e_1 \) and \( e_2 \) have no direct trust relationship. However, the missing trust value between \( e_1 \) and \( e_3 \) can be evaluated/estimated using the indirect trust path \((e_1,e_2,e_3)\). To estimate the indirect trust values in the SN, a trust propagation method based on \( \tau \)-norm operator is presented.

**Definition 5 [3]:** Assuming that \( e_1 \rightarrow e_2 \rightarrow e_3 \rightarrow \ldots \rightarrow e_q \rightarrow e_h \) is a trust path of length \( q+1 \) from \( e_1 \) to \( e_h \), the trust value \( s_{1h} \) is obtained by \( \tau \)-norm operator as follows:

\[
s_{1h} = \tau N(s_{1i}, s_{2i}, s_{12}, s_{32}, \ldots, s_{q1}, s_{qh}, s_{qh})
\]

\[
= \frac{1}{(2-s_{1i})(2-s_{q1})(2-s_{qh})} \prod_{i=2}^{q} (2-s_{2i})(2-s_{3i})(2-s_{4i}) \prod_{i=2}^{q} s_{i(i-1)}
\]

\[
(5)
\]

There may be multiple trust paths available between pairs of DMs in the SN [1, 7]. Thus, the overall TD for each pair of DMs is computed using the trust aggregation based on the OWA operator [7]. Assuming \( k \) trust paths between \( e_i \) and \( e_h \), with corresponding trust values \( s_{1h}^{(1)}, s_{1h}^{(2)}, \ldots, s_{1h}^{(k)} \), the trust value between \( e_i \) and \( e_h \), \( s_{1h} \), is estimated using expression

\[
s_{1h} = OWA_\tau (s_{1h}^{(1)}, s_{1h}^{(2)}, \ldots, s_{1h}^{(k)}) = \sum_{i=1}^{k} \pi_i s_{1h}^{(i)},
\]

where \( s_{1h}^{(z)} \) is the \( z \)-th largest value in \( \{ s_{1h}^{(1)}, s_{1h}^{(2)}, \ldots, s_{1h}^{(k)} \} \), and \( \pi = (\pi_i, \pi_2, \ldots, \pi_k)^T \) is a weight vector verifying \( \pi \in [0,1] \) and \( \sum_{i=1}^{k} \pi_i = 1 \).

When all trust values by indirect trust in the SN are estimated and supplemented, a complete fuzzy sociometric \( S \) is constructed. Further, Liu et al. [7] proposed the following method to measure the TD of each DM in the SN.

**Definition 6 [7]:** Assume that \( S = (s_{ih})_{m \times n} \) is a complete fuzzy sociometric matrix. The trust degree of \( e_h \), TD(\( e_h \)), is

\[
TD(e_h) = \frac{1}{m-1} \sum_{k=1}^{m} s_{kh}, \quad h = 1, 2, \ldots, m .
\]

**Example 1.** Suppose the set of five DMs \( E = \{e_1, e_2, \ldots, e_5\} \) shown in Fig. 2. Assume the following fuzzy sociometric

\[
S = \begin{bmatrix}
0.6 & 0 & 0 & 0 & 0.7 \\
0 & 0 & 0 & 0 & 0.3 \\
0.9 & 0 & 0 & 0 & 0.7 \\
0.27 & 0.3 & 0 & 0 & 0 \\
0.28 & 0.38 & 0.16 & 0 & 0
\end{bmatrix}
\]

Considering the propagation and aggregation of trust in the SN, the complete fuzzy sociometric by Eqs. (5)-(6) is

\[
S = \begin{bmatrix}
0.6 & 0.28 & 0.7 & 0.26 \\
0.27 & 0.53 & 0.15 & 0.7 \\
0.32 & 0.8 & 0.9 & 0 \\
0.44 & 0.16 & 0.8 & 0.27 \\
\end{bmatrix}
\]

Using Eq. (7), the TDs of the five DMs are: TD(\( e_1 \))=0.41, TD(\( e_2 \))=0.46, TD(\( e_3 \))=0.63, TD(\( e_4 \))=0.38, TD(\( e_5 \))=0.36.

**D. Decision Problem: CEP with Trust Risks in SNGDM**

As mentioned in section I, there are two trust risk situations for DMs in CEP: a) DM is at risk of being blindly trusted, and b) a DM lacks the trust she/he deserves. Below, we introduce the SNGDM problems under trust risk situations.

We assume a set of SN-related DMs \( E \) who provide APRs \( P^{(k)} = (p_{ik}^{(k)})_{k \times n}, \ k=1, \ldots, m \), on \( X \). Due to their different knowledge backgrounds or interest, the ranking of DMs’ credibility and the ranking of DMs’ weights may be inconsistent. Hence, some DMs may be blindly trusted or may lack reasonable trust in CEP. The question to investigate is how to help DMs address these trust risk issues, eliminate the conflict of their opinions and reach a consensus in SNGDM.

### III. A NEW CONFLICT ELIMINATION FRAMEWORK TO COPE WITH TRUST RISK ISSUES IN SNGDM

This section develops a model to manage the mentioned trust risk issues in the CEP of SNGDM. Section III.A presents a
solution framework. Section III.B discusses the factors that may cause trust risk issues and develop a trust risk measurement approach. Afterwards, a trust risk dynamic management mechanism is proposed in section III.C.

A. The Novel Solution Framework

To address the trust risk issues in CEP, a new conflict resolution framework is developed. This model includes a third-party organization to monitor and objectively evaluate the performance and credibility of DMs. It aims to measure and process the trust risk problems and to ensure the authenticity and rationality of the decision results. Meanwhile, the DMs’ weights are dynamically generated as per their performance evaluation in CEP. Thus, the conflict-eliminating framework for managing trust risks has five phases: (1) dynamic weights generation process, (2) trust risk measurement and dynamic management mechanism, (3) conflict level measurement, (4) feedback mechanism, and (5) selection process. These are depicted in Fig. 3 and described next.

1. Dynamic generation of DMs’ weights

This phase is based on an optimization-based methodology to dynamically derive DMs’ weights from the third-party evaluation information.

During CEP, the OEM and MTAM are used for recording third-party evaluation information. In each CEP round, the third party dynamically updates the OEM and MTAM by monitoring DMs’ credibility and performance when facing decision problems. Meanwhile, an optimization model is constructed to compute DMs’ weights from their evaluation information. In what follows, we take the MTAM as an example to illustrate the process of building the evaluation information and dynamically deriving DMs’ weights.

Let \( C = \{c_1, c_2, \ldots, c_l\} \) \((l \geq 2)\) be a set of attributes involving trust (the composition of these possible attributes is discussed in section III.B) with weighting vector \( \eta = (\eta_1, \ldots, \eta_l)^T \) such that \( \sum_{j=1}^l \eta_j = 1 \). Let the third party’s MTAM evaluation of DMs, \( e_k \), with respect to attributes, \( c_j \), be \( T = (t_{kj})_{l \times m} \).

First, using cost-benefit attributes normalization process, the third party’s MTAM is normalized \( T = (\bar{t}_{kj})_{l \times m} \) : 

\[
\bar{t}_{kj} = \frac{1}{t_{kj}} \sum_{k=1}^{m} \left(1/t_{kj}\right), \text{ for cost attribute } c_j, j=1,2,\ldots,l, \quad (8)
\]

\[
\bar{t}_{kj} = \frac{t_{kj}}{\sum_{i=1}^{m} t_{kj}}, \text{ for benefit attribute } c_j, j=1,2,\ldots,l. \quad (9)
\]

Let \( \lambda = (\lambda_1, \ldots, \lambda_m)^T \) be the weighting vector of DMs, where \( \lambda_k \geq 0 \) is the weight of DM \( e_k \) and \( \sum_{k=1}^{m} \lambda_k = 1 \). To obtain a reasonable weight distribution of DMs, the third party’s synthetical assessed value of DM \( e_k \) is obtained by fully combining all potential attributes that affect trust: 

\[
\mu_k = \sum_{j=1}^{l} \eta_j \bar{t}_{kj}. \quad \text{The value of } \mu_k \text{ denotes the trustworthiness of DM } e_k; \text{ the larger the value of } \mu_k, \text{ the more credible and important DM } e_k \text{ is.}
\]

The deviation between \( \mu_k \) and \( \lambda_k \) is measured as the square of their difference \((\mu_k - \lambda_k)^2\), and the total deviation of all DMs will be \( \sum_{k=1}^{m} (\mu_k - \lambda_k)^2 \). To keep the total deviation as small as possible, the following non-linear programming model is established:

\[
\text{(M-1)} \quad \min \sum_{k=1}^{m} \left[ \sum_{j=1}^{l} \eta_j \bar{t}_{kj} - \lambda_k \right]^2
\]

s.t. \[
\sum_{k=1}^{m} \lambda_k = 1
\]

\[
\lambda_k \geq 0, \quad k=1,\ldots,m
\]

Theorem 1: The unique optimal solution of (M-1) is:

\[
\lambda_k = \sum_{j=1}^{l} \eta_j \bar{t}_{kj}, \quad k=1,\ldots,m \quad (10)
\]

\[
\text{Proof. Consider the Lagrange function}
\]

\[
L(\lambda, \rho) = \sum_{k=1}^{m} \left[ \sum_{j=1}^{l} \eta_j \bar{t}_{kj} - \lambda_k \right]^2 + \rho \left( \sum_{k=1}^{m} \lambda_k - 1 \right)
\]

where \( \rho \) is the Lagrange multiplier. Setting the partial derivatives of \( L \) equal to zero, we have

\[
\frac{\partial L(\lambda, \rho)}{\partial \lambda_k} = \frac{\partial}{\partial \lambda_k} \left[ 2 \left( \sum_{j=1}^{l} \eta_j \bar{t}_{kj} - \lambda_k \right) \right] + \rho = 0, \quad (11)
\]

and

\[
\frac{\partial L(\lambda, \rho)}{\partial \rho} = 1 = 0. \quad (12)
\]

Solving Eq. (11), we get

\[
\lambda_k = \sum_{j=1}^{l} \eta_j \bar{t}_{kj} = \frac{\rho}{2}. \quad (13)
\]

Then, substituting Eq. (13) into Eq. (12), we obtain

\[
\sum_{j=1}^{l} \sum_{k=1}^{m} \eta_j \bar{t}_{kj} = \frac{\rho}{2} + 1. \quad \text{As per Eqs. (8) and (9), we have}
\]

\[
\sum_{j=1}^{l} \sum_{k=1}^{m} \eta_j \bar{t}_{kj} = \sum_{j=1}^{l} \eta_j \sum_{k=1}^{m} \bar{t}_{kj} = \sum_{j=1}^{l} \eta_j = 1. \quad \text{Hence, } \rho=0.
\]

Subsequently, based on Eq. (13), we have \( \lambda_k = \sum_{j=1}^{l} \eta_j \bar{t}_{kj} \), \( k=1,\ldots,m \). This completes the proof of Theorem 1. \( \square \)

2. Trust risk measurement and dynamic management mechanism

This phase considers the potential factors affecting DMs' credibility in a comprehensive way. Under the supervision of the third party, the types and degrees of trust risk for DMs can be accurately judged, and the group TRI can be tested. By means of dynamic management measures, TRI is finally controlled within an acceptable range. Sections III.B and III.C present the details of trust risk measurement and dynamic management, respectively.

3. Measurement of conflict degree

Conflict degree is employed to measure the difference between the DMs’ APRs and the collective APR. The conflict degree is defined as follow.

Definition 7: Let \( P^{(k)} = (p^{(k)}_{ij})_{m \times m}, \) \( k=1,\ldots,m, \) be the \( k^{th} \) individual APR, and \( P^{(c)} = (p^{(c)}_{ij})_{m \times m} \) is the collective APR obtained by Eq. (3). The conflict degree between \( P^{(k)} \) and \( P^{(c)} \) is
measured in $[0,1]$ as follows:

$$\theta(i) = \frac{2}{n(n-1)} \sum_{i=1}^{n} \sum_{j=i+1}^{n} \left| p_{ij}^{k} - p_{ji}^{k} \right|.$$  \hspace{1cm} (14)

The greater the value of $\theta(i)$, the higher the conflict level between $P^{k(i)}$ and $P^{k}$. When $\theta(i)=0$, there is no conflict between $P^{k(i)}$ and $P^{k}$. The maximum conflict between $P^{k(i)}$ and $P^{k}$ happens when only 0-1 preference values are permitted and one APR is the complement of the other APR in the classical sense, i.e., $P^{k(i)}=1-P^{k}$. Therefore, the DM with the highest conflict degree is discarded in SNGDM.

The group conflict degrees $\theta(j)$ is computed in $[0,1]$ as:

$$\theta(j)=\sum_{i=1}^{m} \lambda_{i} \theta(i).$$  \hspace{1cm} (15)

A large value of $\theta(j)$ indicates a high conflict degree among DMs. Unless a DM is allocated a null weight value, when $\theta(j)=0$, the DMs’ individual APR $P^{k(i)}$ will coincide and be the same as the group’s preference. This is an unlikely scenario in practice for a group of heterogeneous DMs, and in the case of this scenario to be possible the decision problem would be an individual decision-making problem rather than a GDM problem, with trust/distrust/SN not playing any role. Generally, an acceptable threshold of group conflict level $\delta$ will be tolerated in practice. This can be formulated as: if $\theta(j) \leq \delta$, the group reaches an acceptable level of conflict, and the selection process of the decision-making process can initiate. Otherwise, a feedback mechanism is activated to reduce the group conflict degree to the acceptable thresholds of group conflict level.

(4) Feedback mechanism

The aim of the feedback adjustment mechanism is to provide support to DMs on adjusting their preference information to reduce the group conflict level. To achieve a consensus, DMs are encouraged to modify their opinions automatically, which includes the following two steps:

1) Identification of the DM with highest conflict level.

The DM with highest conflict degree has the largest deviation from group’s views. In other words, the opinions provided by this DM has a negative impact on CEP. Therefore, the DM $e_i$ with maximum value of $\theta(i)$ at each round of feedback is provided support for modifying her/his preferences. In the case of being more than one DM with highest conflict level value, then any of them is (randomly) selected.

2) Adjustment process. The APR $\overline{P}^{k(i)}=(\overline{P}_{ij}^{k(i)})_{n \times n}$ obtained from modifying the APR $P^{k(i)}$ of the identified DM with highest conflict level, $e_i$, is obtained based on the following recommendation rules:

$$\overline{P}_{ij}^{k(i)} = \begin{cases} (1-\xi)p_{ij}^{k(i)} + \xi p_{ij}^{k}, & i \leq j, k = 1, \ldots, m, \ 0 \leq \xi \leq 1 \\ 1-\overline{P}_{ij}^{k(i)}, & i > j \end{cases},$$  \hspace{1cm} (16)

where $\xi$ is a modification and fusion coefficient in $[0,1]$.

**Remark 1:** The above feedback process is a randomized approach, and is applied until the group conflict degree is within the acceptable thresholds of group conflict level. It would promote consensus effectively only if the recommended rules are implemented in each round of CEP. However, an extreme situation is that the DM with highest conflict degree is unwilling to change her/his preferences as per the recommendation rules, which is a negative decision behavior and is not conductive to CEP. In this case, the DM can be allowed to adjust her/his APR more freely to increase her/his enthusiasm and initiative. It should be noted that her/his new APR is considered valid only when the conflict degree of the new APR is lower than its current conflict degree. Otherwise, it is strongly recommended that this DM follows the given rules to provide a new APR. For an identified DM who does not modify preferences and does not cooperate to promote consensus, her/his APR are discarded in SNGDM.

![Fig. 3. Framework of SNGDM with trust risk problems.](image)

(5) Selection process

After DMs have eliminated conflicts and reach an agreement, the selection process (section II.B) is applied to derive the final ranking of decision alternatives from the group’s opinion.

**B. Measurement of Trust Risk**

Butler [14] indicated the following factors related to trust: competence, consistency, integrity, fairness and receptivity. Here, we introduce them into CEP and utilize them as the third-party criteria for measuring the DMs’ credibility based on their performance, and for providing objective evaluation information. In the following, we analyze these factors and explain the situations that may lead to trust risk problems.

(1) Factor I: Competence

From the DMs’ perspective, their competence can be captured with the ordinal consistency of their preferences.
Ordinal consistency is the minimum requirement to ensure logic and rational DMs’ preferences, which reflects the DMs’ understanding and intelligence with regard to the given decision problem. An incompetent DM should be given less credit than a competent one because of her/his illogical understanding for the SNGDM problem. If she/he is assigned too much trust, it may lead to wrong decisions.

Let $P^{(k)}(t) = (p_{ij}^{(k)}(t))_{n \times n}$, $k=1,\ldots, m$, be the APR given by DM $e_k$ at the CEP round $t$. The competence of DM $e_k$ is

$$
\psi(P^{(k)}(t)) = \frac{1}{6} \sum_{i=1}^{n} \sum_{j=1}^{n} \psi_{ij},
$$

where $\psi_{ij}$ is computed with Algorithm 2 of the ordinal consistency detection process in [19]. A large value of $\psi(P^{(k)}(t))$ means a poor credibility of DM $e_k$, and the probability of being blindly trusted increases. If $\psi(P^{(k)}(t))=0$, DM $e_k$ is trustworthy. If $\psi(P^{(k)}(t))>0$, the third party concludes that DM $e_k$ satisfies trust risks induced by Factor I at CEP round $t$.

(2) Factor II: Consistency

Consistency indicates the level of cognition and knowledge of DMs, which reflects their trustworthiness in a group. Multiplicative consistency is an appropriate property for examining DMs’ cognition and knowledge. In SNGDM, if a DM with a low level of cognition and knowledge is given an unreasonable TD by others, a biased and misleading decision may occur.

By Eq. (2), the multiplicative consistency level $GCI(P^{(k)}(t))$ is calculated. The smaller the GCI($P^{(k)}(t)$) value, the more trustworthy the DM $e_k$ will be. Given the GCI thresholds of Table 1, if $GCI(P^{(k)}(t))>GCI$, the third party deduces that DM $e_k$ meets the cognition and knowledge trust risk problem induced by Factor II at CEP round $t$. This may create a situation where a DM without acceptable multiplicative consistency is blindly or over-trusted.

(3) Factor III: Integrity

The integrity of DMs reflects whether they can honestly express their opinions. In CEP, some DMs may deliberately conceal true information and display dishonest preferences to express their opinions. In CEP, some DMs may deliberately conceal true information and display dishonest preferences to express their opinions. In CEP, some DMs may deliberately conceal true information and display dishonest preferences to express their opinions. In CEP, some DMs may deliberately conceal true information and display dishonest preferences to express their opinions. In CEP, some DMs may deliberately conceal true information and display dishonest preferences to express their opinions. In CEP, some DMs may deliberately conceal true information and display dishonest preferences to express their opinions.

Khalid and Beg [25] studied the role of honesty in decision-making and suggested that the level of honesty can be derived from the average fuzziness of the DM’s APR. They argue that the closer a DM’s preference values are to 0.5, the stronger the ambiguity of such preferences, and the more dishonest the DM is. The average fuzziness $\bar{H}$ of APR $P^{(k)}(t)$ is defined as the [0,1] value [25]:

$$
\bar{H}(P^{(k)}(t)) = \frac{2}{n(n-1)} \sum_{i=1}^{n} \sum_{j=1}^{n} H(p_{ij}^{(k)}(t))
$$

where

$$
H(p_{ij}^{(k)}(t)) = \begin{cases} 
0.5 - \varepsilon^{(k)}, & p_{ij}^{(k)}(t) \in [0, 0.5 - \varepsilon^{(k)}) \\
1, & p_{ij}^{(k)}(t) \in [0.5 - \varepsilon^{(k)}, 0.5 + \varepsilon^{(k)}] \\
0.5 + \varepsilon^{(k)}, & p_{ij}^{(k)}(t) \in (0.5 + \varepsilon^{(k)}, 1]
\end{cases}
$$

and

$$
\varepsilon^{(k)} = \frac{2}{mn(n-1)} \sum_{i=1}^{n} \sum_{j=1}^{n} |p_{ij}^{(k)}(t) - 0.5|
$$

is the average deviation of all preference values form 0.5.

A small value of $\bar{H}(P^{(k)}(t))$ implies a high honesty degree of DM $e_k$. Given a threshold value $\alpha (\alpha \in [0,1])$, if $\bar{H}(P^{(k)}(t)) \geq \alpha$, then the third party infers that DM $e_k$ has a low degree of honesty and at risk of being endowed with excessive trust due to Factor III at CEP round $t$.

(4) Factor IV: Fairness

Fairness is a condition of trust, which shows the DMs’ resistance to external temptations and ensures that DMs give their preferences impartially. DMs who express their views in a biased or unfair way may mislead others in a group. If a DM with poor fairness is given a high weight during the aggregation process, she/he is at risk of being blindly trusted.

The consensus reaching process essentially follows the majority principle. If the best choice of an individual DM’s preference ordering is different from that of the collective preference ordering, there is a risk of such DM of being tempted by the outside world. Denoting by $V^{(k)}(t) = (v_{1}^{(k)}, \ldots, v_{n}^{(k)}(t))^{T}$ and $V^{(k)} = (v_{1}^{(k)}, \ldots, v_{n}^{(k)}(t))^{T}$, $k=1,\ldots, m$, the preference vectors of the alternatives from the collective APR $P^{(k)}(t)$ and the individual APR $P^{(k)}(t)$, computed by Eq. (4), respectively, at the round $t$, and $o: \{1, \ldots, n\} \rightarrow \{1, \ldots, n\}$ being the permutation such that $v_{o(i)}\geq v_{o(i+1)}$ for all $i=1,\ldots, n-1$, where $v_{o(i)}$ is the $i$th largest value in the set of $\{v_{1}, \ldots, v_{n}\}$, then the preference orderings of alternatives from collective and individual APRs are $O(V^{(k)}(t))=(o^{(k)}(1), \ldots, o^{(k)}(n))^{T}$ and $O(V^{(k)})=(o^{(k)}(1), \ldots, o^{(k)}(n))^{T}$, respectively. Therefore, the 0-1 variable

$$
\chi^{(k)}(t) = \begin{cases} 
1, & o^{(k)}(1) \neq o^{(k)}(1) \\
0, & o^{(k)}(1) = o^{(k)}(1)
\end{cases}
$$

can be used by the third party to conclude that DM $e_k$ satisfies the characteristic of trust risk problem generated by Factor IV in the CEP round $t$ when $\chi^{(k)(t)}=1$.

(5) Factor V: Receptivity

Receptivity indicates the degree of harmony and agreement of different opinions among DMs. CEP is a process of eliminating conflicts between DMs and consolidating their views. The receptivity of a DM can be measured by the extent gap between her/his views and the views of others. In CEP, when the opinion of a DM is quite different from that of others, then her/his receptivity is considered quite poor. Moreover, if she/he is trusted by other DMs, the DM may pose a risk of misleading the public. The following value in [0,1] is therefore proposed to measure the deviation of DM $e_k$ with the rest of DMs:
Given a threshold $\beta_0 \in [0, 1]$, if $\rho^{(k)}_{ij} > \beta_0$, the third party infers that DM $e_i$ satisfies the trust risks induced by Factor $V$ at CEP round $t$.

Factors I-V are based on the preferences given by DMs and are the criteria for third party to objectively evaluate DMs’ credibility. Correspondingly, a third-party OEM can be established which contains five attributes: competence ($c_1$), consistency ($c_2$), integrity ($c_3$), fairness ($c_4$), and receptivity ($c_5$). The factors that cause trust risks in real SNGDM scenarios are different, so, at each CEP round, the third party monitors the performance of DMs to infer the potential risk-inducing factors, and the assessment of the corresponding attributes of DMs in the OEM are dynamically updated. DMs’ credibility weights are calculated. Let $\phi_{O, i}^{(k)}$ be the positions of the $k^{th}$ largest element in $\lambda(OEM^{(0)})$ and $\lambda(T^{(0)})$, respectively. Then, $O(\lambda(OEM^{(0)}))=(\phi_{O, i}^{(0)}(1),..., \phi_{O, i}^{(0)}(m))^T$ and $O(\lambda(T^{(0)}))=(\phi_{T, i}^{(0)}(1),..., \phi_{T, i}^{(0)}(m))^T$ are the ranking of $\lambda(OEM^{(0)})$ and $\lambda(T^{(0)})$, respectively.

The blind trust and lack of trust for a DM can be detected and defined as follows:

**Definition 8**: DM $e_{j, OEM^{(0)}(k)}$ is at risk of being blindly trusted at CEP round $t$, if

\[
\sigma^{(OEM^{(0)})}(\phi_{O, i}^{(0)}(k)) - \sigma^{(T^{(0)})}(\phi_{T, i}^{(0)}(k)) > 0, \tag{23}
\]

where $\sigma^{OEM^{(0)}}(\phi_{O, i}^{(0)}(k))$ and $\sigma^{T^{(0)}}(\phi_{T, i}^{(0)}(k))$ are the rank positions of the $\phi_{O, i}^{(0)}(k)$ for $O(\lambda(OEM^{(0)}))$ and $O(\lambda(T^{(0)}))$, respectively. Conversely, DM $e_{j, OEM^{(0)}(k)}$ is at risk of lacking reasonable trust at CEP round $t$, if

\[
\sigma^{(OEM^{(0)})}(\phi_{O, i}^{(0)}(k)) - \sigma^{(T^{(0)})}(\phi_{T, i}^{(0)}(k)) < 0. \tag{24}
\]

The absolute value of the above deviations is proposed to measure the trust risk degree of DM $e_{j, OEM^{(0)}(k)}$ at CEP round $t$:

\[
|\phi_{O, i}^{(0)}(k)| = \left| \sigma^{(OEM^{(0)})}(\phi_{O, i}^{(0)}(k)) - \sigma^{(T^{(0)})}(\phi_{T, i}^{(0)}(k)) \right|. \tag{25}
\]

**Definition 9**: The group TRI in $[0, 1]$ of CEP round $t$ is

\[
TRI(t) = \begin{cases} 
2(m-1)(m+1) \sum_{k=1}^{m} \phi_{j, OEM^{(1)}(k)} \left| \phi_{O, i}^{(0)}(k) - \phi_{T, i}^{(0)}(k) \right|, & \text{if } m \text{ is odd} \\
2 \sum_{k=1}^{m} \phi_{j, OEM^{(1)}(k)}, & \text{if } m \text{ is even} \end{cases} 
\tag{26}
\]

It is unrealistic to have no risk in real-world SNGDM. Therefore, in the decision-making process, it is reasonable for the third party to set an acceptable risk index threshold $\overline{TRI}$. If $\overline{TRI} < TRI$, the acceptable trust risk of SNGDM is realized; otherwise, the following trust risk dynamic management mechanism is activated.

C. Trust Risk Dynamic Management Mechanism

In order to achieve acceptable group TRI, this section designs a dynamic third-party trust risk management mechanism. The role of the third-party agency is important. On the one hand, the third-party organization uses different management measures to update the MTAM for DMs’ different trust risk types. Setting the evaluation values of these attributes dynamically in MTAM is equivalent to effectively managing trust risks. On the other hand, the third-party organization encourages the high-risk DMs to modify their preference information. Considering the DMs’ credibility, the recommended modification may be more acceptable for the DM if it comes from the DM with highest credibility. Specifically, the trust risk dynamic management mechanism includes the following two phases:

(1) Identification of the DM with highest trust risk level. This DM has the greatest impact on the reliability of group’s views because her/his preference information has a negative impact on CEP and misleads the decision results. Thus, the DM $e_i$ with the maximum value of $\phi_i$ is suggested to modify her/his information at each round of management mechanism.

(2) Adjustment process. As per Definition 8, the trust risk type of the identified DM $e_i$ in phase (1) is determined. For each of two trust risk type in Definition 8, the third party proceeds differently:

1. If DM $e_i$ lacks reasonable trust, the attributes evaluation in the MTAM will be updated as punishment, in addition to the modification of her/his APR, $P^{(0)}$, into the following APR $P^{(0)} = (P^{(0)})_{non}$:

\[
\overline{P}^{(k)} = \left\{ \overline{P}^{(k)} \right\}_{non} : \overline{P}^{(k)} = (1-\xi)P^{(k)} + \xi P^{(k)}, \quad i \leq j, k = 1,..., m, \quad 0 \leq \xi \leq 1
\]

The proposed trust risk management mechanism is automatic. As mentioned in Remark 1, there may also be an extreme case in phase (2) where the DM with highest trust risk level is unwilling to modify her/his APR based on the third-party opinions. This behavior is of no benefit to trust risk management. A DM unwilling to accept the third-party’s strong recommendation, but recepable to change, is allowed to adjust the APR voluntarily. If the $\phi_i$ of the new APR is lower than its
IV. SIMULATION EXPERIMENTS AND DISCUSSIONS

This section contains a detailed simulation methodology (section IV.A) and analyzes the experimental results obtained by the developed simulation methodology regarding their support towards the feasibility and validity of the proposed CEP framework (sections IV.B, IV.C, and IV.D). Section IV.E discusses the applicability of the proposed decision aid model in real world, including the practical meaning and collection methods of the model input information.

A. Simulation Methodology

The proposed simulation methodology is based on the random generation of the initial APRs and SN-based TDs of DMs in [0,1]. The first five attributes’ values of the initial MTAM are all set to 100, while the values of attribute ek are determined by the SN structure. Based on Hypotheses 1-2, a third party supervises DMs’ performance to detect and regulate the trust risk issues in CEP, thereby reducing TRI and reaching a consensus as proposed in section III. The algorithmic form of the proposed simulation methodology is given below.

Simulation algorithm of CEP framework under trust risk problems.

Input: number of DMs, m; number of alternatives, n; threshold for GCI, GCI; threshold of integrity, α; threshold of receptivity, β; threshold of TRI, TRI; threshold of group conflict level, δ; reward and penalty coefficient, γ; modification and fusion coefficient, ε; and maximum iteration number, Tmax.

Output: group conflict level, θ; TRI; number of iterations, t; and ranking result.

1. Randomly construct m n×c APRs, {P(1),…,P(n)} and TDs derived by the SN structure.
2. Let t=0, P(k)0= P(k)0, k=1,…, m.
3. Construct MTAM T(0) = (θ(k)0)k=1,…,m . Apply Eq. (10) to compute the DMs’ weighting vectors.
4. Based on Factors I-V, the third party supervise the DMs’ performance in CEP. The OEM(0) is yielded by the following two cases:
   A. If t=0,
   
   \[ O_{EM}^{(0)} = (θ(k)_{\text{Initial}})_{k=1,…,m} \]
   
   \[ θ(j)_{k}^{(0)} = \begin{cases} 
   100 - 100\gamma, & \text{if DM } e_j \text{ is inferred to have a blind trust problem caused by attribute } j \\
   100, & \text{if DM } e_j \text{ has no trust risk issues} 
   \end{cases} \] (28)

   B. If t≠0,
   
   \[ O_{EM}^{(t)} = (θ(k)_{\text{Updated}})_{k=1,…,m} \]
   
   \[ θ(j)_{k}^{(t)} = \begin{cases} 
   100 - 100\gamma, & \text{if DM } e_j \text{ is inferred to have a blind trust problem caused by attribute } j \\
   100, & \text{if DM } e_j \text{ has no trust risk issues} 
   \end{cases} \] (29)

   Then, apply Eq. (10) to calculate the weights of DMs’ credibility.
5. Apply Eqs. (25) and (26) to compute the group trust risk level, TRI(t). If TRI(t)<TRI or t<Tmax, then go to Step 7; otherwise, continue to next step.
6. Update MTAM T(1) = (θ(k)1)k=1,…,m based on OEM(t). According to Eq. (25), determine the DM ej with the highest trust risk level and judge the type of trust risk she/he exhibits as per Definition 8. Without loss of generality, the treatment for DM ej is as follows:
   A. If DM ej is blindly trusted, she/he is encouraged to provide P(1) using Eq. (27); t=t+1 and go to Step 3.
   B. If DM ej lacks sufficient trust, OEM(t) needs to be further refreshed as
   \[ OEM^{(t)} = (θ(k)_{\text{Updated}})_{k=1,…,m} \]
   \[ θ(j)_{k}^{(t)} = \begin{cases} 
   100 + 100\gamma, & \text{if DM } e_j \text{ is inferred to lack sufficient trust, } j=1,…,l-1 \\
   100, & \text{if DM } e_j \text{ has no trust risk issues} 
   \end{cases} \] (30)

   t=t+1 and go to Step 5.
7. Obtain the final updated MTAM T(1) as per OEM(t), and derive the reasonable aggregation weights of DMs from MTAM by Eq. (10).
8. Utilize Eq. (15) to calculate the group conflict level, θ; If θ<δ or GCI=Max, then go to Step 10; otherwise, move on to next step.
9. Identify the DM ej with highest conflict level. Encourage DM ej to modify her/his APR using Eq. (16).
10. Rank the alternatives by Eq. (4). Output θ; TRI; t.

B. Experimental Results: The Impact of The Threshold TRI

The experimental settings based on the above simulation methodology are: t_{max}=5, δ=0.25, α=0.9, β=0.35, γ=0.15, and ε=0.5. Constructing different input parameters m, n, and TRI, the simulation experiment is run 1000 times to calculate average values of TRI, θ, t, etc.

To explain the effectiveness of the proposed trust risk dynamic management mechanism, the trust risk mitigation degree (TRMD) and the degree of regulation (DR) for the risky DMs are recorded. Let TRI(0) and TRI(t) be the group trust risk level at the initial state and the final state, respectively. The number of DMs with trust risk at the initial state and the final state after mitigating the group TRI are denoted by r and r', respectively. The TRMD and DR are defined as:

\[ TRMD = TRI(0) - TRI(t) \] (31)
\[ DR = \frac{r - r'}{m} \] (32)

The experimental results, based on the given SN structure in Example 1 and a random SN structure, are listed in Tables III-IV. Furthermore, the average values of t and θ in the simulation methodology under different values of parameter TRI are depicted in Fig. 4. The following three observations can be drawn:

1. Tables III-IV reveal that the trust risk issues of SNGDM are widespread. At the same time, they also show that the proposed approach can effectively control the number of DMs with trust risks within a group. As per the experimental results, at the initial stage r=0, which indicates that DMs with trust risks are widely distributed. The larger the number of DMs in a group, the greater the number of risky DMs. However, through the dynamic supervision of the third-party agency, the number of risky DMs is significantly reduced. Therefore, to ensure the rationality of the final decision, it is effective and necessary for a third party to monitor and manage the trust risks in SNGDM.
2. The conflict resolution framework can effectively manage trust risk issues for different parameter values of TRI, and it can simultaneously realize the dynamic trust risk management and consensus. Overall, in Tables III-IV, TRMD is large, and the average value of TRI is significantly reduced to an acceptable range. In most cases, it takes 2-3 rounds on average to reach an acceptable level of trust risk and consensus, and the success rate is very high.
3. Fixing m and n, as the TRI threshold value decreases, the average value for θ decreases, while the average value of t increases.
increases. It means that the adoption of underemanding standards to manage trust risk issues will achieve the group’s acceptable risk level faster, and speed up consensus.

TABLE III

The Effect of Different TRI on the Simulation Results Under the Given SN Structure in Example I

<table>
<thead>
<tr>
<th>m</th>
<th>n</th>
<th>TRI Average of TRI</th>
<th>TRMD Average of t</th>
<th>r Average of r</th>
<th>c Average of c</th>
<th>Mean value of DR Average of c</th>
<th>t Average of t</th>
</tr>
</thead>
<tbody>
<tr>
<td>3</td>
<td>4</td>
<td>0.3</td>
<td>0.1843</td>
<td>0.1938</td>
<td>0.1930</td>
<td>0.1930</td>
<td>0.1930</td>
</tr>
<tr>
<td>3</td>
<td>4</td>
<td>0.4</td>
<td>0.1843</td>
<td>0.1938</td>
<td>0.1930</td>
<td>0.1930</td>
<td>0.1930</td>
</tr>
<tr>
<td>3</td>
<td>4</td>
<td>0.5</td>
<td>0.1843</td>
<td>0.1938</td>
<td>0.1930</td>
<td>0.1930</td>
<td>0.1930</td>
</tr>
<tr>
<td>2</td>
<td>3</td>
<td>0.3</td>
<td>0.1938</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
</tr>
<tr>
<td>2</td>
<td>3</td>
<td>0.4</td>
<td>0.1938</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
</tr>
<tr>
<td>2</td>
<td>3</td>
<td>0.5</td>
<td>0.1938</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
</tr>
</tbody>
</table>

TABLE IV

The Influence of Different TRI on the Simulation Results Under the Random SN Structure

<table>
<thead>
<tr>
<th>m</th>
<th>n</th>
<th>TRI Average of TRI</th>
<th>TRMD Average of t</th>
<th>r Average of r</th>
<th>c Average of c</th>
<th>Mean value of DR Average of c</th>
<th>t Average of t</th>
</tr>
</thead>
<tbody>
<tr>
<td>3</td>
<td>4</td>
<td>0.3</td>
<td>0.1843</td>
<td>0.1938</td>
<td>0.1930</td>
<td>0.1930</td>
<td>0.1930</td>
</tr>
<tr>
<td>3</td>
<td>4</td>
<td>0.4</td>
<td>0.1843</td>
<td>0.1938</td>
<td>0.1930</td>
<td>0.1930</td>
<td>0.1930</td>
</tr>
<tr>
<td>3</td>
<td>4</td>
<td>0.5</td>
<td>0.1843</td>
<td>0.1938</td>
<td>0.1930</td>
<td>0.1930</td>
<td>0.1930</td>
</tr>
<tr>
<td>2</td>
<td>3</td>
<td>0.3</td>
<td>0.1938</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
</tr>
<tr>
<td>2</td>
<td>3</td>
<td>0.4</td>
<td>0.1938</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
</tr>
<tr>
<td>2</td>
<td>3</td>
<td>0.5</td>
<td>0.1938</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
<td>0.1843</td>
</tr>
</tbody>
</table>

C. Experimental Results: The Influence of The Reward and Penalty Coefficient χ

Similar settings to those used in section IV.B are used in this case: \( t_{\alpha} = 5 \), \( \delta = 0.25 \), \( \alpha = 0.9 \), \( \beta = 0.35 \), \( \xi = 0.5 \), and \( \overline{TRI} = 0.5 \). Setting different input parameters \( m, n, \) and \( \chi \), the simulation experiment is run 1000 times to obtain average values of TRI, \( \theta^\alpha \), \( t \), and TRMD. The experimental results in Table V are based on a random SN structure. Moreover, the average values of TRI and \( t \) in the simulation experiment under different values of the parameter \( \chi \) are depicted in Fig. 5. It can be seen that when \( m \) and \( n \) are fixed, the increase of the reward and punishment coefficient \( \chi \) translates into a decrease of the average values of TRI and \( t \). If the reward and penalty coefficient \( \chi \) is too small, then the TRI cannot be effectively alleviated. This finding implies that the appropriate use of strong reward and penalty coefficient to manage the trust risk issues can accelerate the mitigation of trust risk levels, increase the success rate of trust risk control, and speed up consensus.

TABLE V

The Influence of Different Parameter, \( \chi \), on the Experimental Results Under a Random SN Structure

<table>
<thead>
<tr>
<th>m</th>
<th>n</th>
<th>( \chi )</th>
<th>Average of TRI</th>
<th>TRMD Average of t</th>
<th>r Average of r</th>
<th>c Average of c</th>
<th>Mean value of DR Average of c</th>
<th>t Average of t</th>
</tr>
</thead>
<tbody>
<tr>
<td>5</td>
<td>4</td>
<td>0.05</td>
<td>0.4137</td>
<td>23.78%</td>
<td>3.2880</td>
<td>0.1893</td>
<td>0.1893</td>
<td>0.1893</td>
</tr>
<tr>
<td>5</td>
<td>4</td>
<td>0.15</td>
<td>0.3210</td>
<td>13.99%</td>
<td>2.1540</td>
<td>0.1911</td>
<td>0.1911</td>
<td>0.1911</td>
</tr>
<tr>
<td>5</td>
<td>4</td>
<td>0.25</td>
<td>0.2820</td>
<td>17.03%</td>
<td>2.3190</td>
<td>0.1885</td>
<td>0.1885</td>
<td>0.1885</td>
</tr>
<tr>
<td>6</td>
<td>4</td>
<td>0.05</td>
<td>0.4135</td>
<td>22.33%</td>
<td>3.3430</td>
<td>0.1921</td>
<td>0.1921</td>
<td>0.1921</td>
</tr>
<tr>
<td>6</td>
<td>4</td>
<td>0.15</td>
<td>0.3210</td>
<td>13.99%</td>
<td>2.1540</td>
<td>0.1911</td>
<td>0.1911</td>
<td>0.1911</td>
</tr>
</tbody>
</table>

D. Experimental Results: Our Framework vs. Traditional CEP

Herein, to verify the validity and applicability of the proposed CEP under trust risk issues, it is compared with the traditional CEP from two aspects: (1) performance analysis, and (2) complexity analysis.

1) Performance analysis

In traditional CEP, DMs’ weights are determined by the trust relationship described by SN structure, and usually remain unchanged throughout the whole process. Consequently, in the simulation experiment, the corresponding traditional CEP can be obtained from the proposed approach by suppressing the dynamic weight generation process and trust risk dynamic management steps. Thus, the removal of steps 3-7 from section IV.A simulation methodology corresponds to the simulation methodology of the traditional CEP.

From a performance point of view, the traditional CEP ignores the trust risk issues and the dynamic changes of DMs’ weights in SNGDM, while our developed decision framework sets up the trust risk measurement and dynamic management mechanism to solve these problems. In general, the proposed model has more functions and better performance than the traditional consensus. In what follows, a visual comparison of the performance of these two methods by means of the simulation experiment is provided. Like in sections IV.B and IV.C, the experiment settings are: \( t_{\alpha} = 5 \), \( \delta = 0.25 \), \( \alpha = 0.9 \), \( \beta = 0.35 \), \( \xi = 0.5 \), and \( TR = 0.5 \). Setting different input parameters \( m \) and \( n \), the simulation experiments for the proposed CEP and the traditional CEP are run 1000 times to compute average values of TRI, \( \theta^\alpha \), \( t \), etc. The results based on the SN structure of Example 1 and a random SN structure are shown in Tables VI-VII. Also, the average values of \( \theta^\alpha \) and TRI under different parameters are depicted in Fig. 6. In these figures, the proposed method is denoted as SM, and the traditional method is denoted as TM. The following two observations are drawn:
1) From Fig. 6(a), the proposed framework can accelerate consensus while managing trust risks. For different \( m \), the value of \( \Theta^1 \) obtained with the proposed method is smaller than that of the traditional CEP, indicating that the consensus level of the proposed CEP is significantly better than that of traditional CEP. In summary, the success rate of conflict elimination improves with the proposed method, which also supports dynamically regulating the trust risk issues in SNGDM.

2) From Fig. 6(b), traditional CEP usually has a high TRI, so trust risk problems often exist in CEP and it is given the consideration it deserves. In comparison with traditional CEP, the proposed CEP can eliminate the conflicts between DMs' opinions, alleviate group TRI and avoid blind trust or lack of due trust of DMs. Thus, it is found that the proposed CEP can control TRI and reduce the number of DMs with trust risks in a group, which endorses the credibility and reliability of the final decision results.

**TABLE VI**

<table>
<thead>
<tr>
<th>Method</th>
<th>( m )</th>
<th>( n )</th>
<th>Average value of TRI</th>
<th>TMND</th>
<th>( r )</th>
<th>( r' )</th>
<th>DR</th>
<th>Mean value of ( t )</th>
<th>Average value of ( t )</th>
</tr>
</thead>
<tbody>
<tr>
<td>Traditional</td>
<td>4</td>
<td>4</td>
<td>0.205</td>
<td>4.200</td>
<td>3.700</td>
<td>3.600</td>
<td>0.600</td>
<td>0.013</td>
<td>0.015</td>
</tr>
<tr>
<td>Our proposal</td>
<td>3</td>
<td>4</td>
<td>0.195</td>
<td>4.200</td>
<td>3.700</td>
<td>3.500</td>
<td>0.600</td>
<td>0.012</td>
<td>0.011</td>
</tr>
</tbody>
</table>

**TABLE VII**

<table>
<thead>
<tr>
<th>Method</th>
<th>( m )</th>
<th>( n )</th>
<th>Average value of TRI</th>
<th>TMND</th>
<th>( r )</th>
<th>( r' )</th>
<th>DR</th>
<th>Mean value of ( t )</th>
<th>Average value of ( t )</th>
</tr>
</thead>
<tbody>
<tr>
<td>Traditional</td>
<td>5</td>
<td>6</td>
<td>0.225</td>
<td>4.200</td>
<td>3.700</td>
<td>3.600</td>
<td>0.600</td>
<td>0.013</td>
<td>0.015</td>
</tr>
<tr>
<td>Our proposal</td>
<td>4</td>
<td>4</td>
<td>0.205</td>
<td>4.200</td>
<td>3.700</td>
<td>3.500</td>
<td>0.600</td>
<td>0.012</td>
<td>0.011</td>
</tr>
</tbody>
</table>

**TABLE VIII**

<table>
<thead>
<tr>
<th>( m )</th>
<th>Proposed CEP</th>
<th>Traditional CEP</th>
</tr>
</thead>
<tbody>
<tr>
<td>4</td>
<td>0.006179s</td>
<td>0.00028s</td>
</tr>
<tr>
<td>5</td>
<td>0.00754s</td>
<td>0.00035s</td>
</tr>
<tr>
<td>6</td>
<td>0.00872s</td>
<td>0.00038s</td>
</tr>
<tr>
<td>7</td>
<td>0.01225s</td>
<td>0.00051s</td>
</tr>
<tr>
<td>8</td>
<td>0.01390s</td>
<td>0.00035s</td>
</tr>
<tr>
<td>9</td>
<td>0.01601s</td>
<td>0.00063s</td>
</tr>
</tbody>
</table>

The number of iterations required by different algorithms to achieve their goals also reflects their computational complexity. Through simulation experiments, it is found that the average number of iterations required by the proposed approach to reach consensus is lower than the traditional CEP (Tables VI-VII). Similar to the previous simulation experiment, the simulation experiments for the proposed CEP and the traditional CEP are run 1000 times to compute average values of \( t \). The average values of \( t \) under different input parameters, \( m \) and \( n \), are shown in Fig. 7. From Fig. 7, for a given \( m \) and \( n \), the average number of consensus rounds in the proposed CEP framework is consistently lower than the traditional CEP. Usually, it takes 2-3 rounds on average to reach an acceptable level of trust risk and consensus, and the success rate is very high. Thus, the proposed framework significantly accelerates consensus, and reduces the consensus costs, when compared with the traditional framework.

Fig. 7. Average values of \( t \) for the proposed CEP and traditional CEP.

E. Discussion

In order to ensure the applicability of the proposed decision aid model in real world, the practical meaning and the collection methods of the input information for this model are analyzed.

For a practical SNGDM problem, \( m \) DMs give their opinions on \( n \) alternatives to a decision problem on the social network platform to find the collective optimal solution. DMs express their opinions through pairwise comparisons of alternatives, which is mathematically modeled as APRs [19]. In view of the widespread trust risk problems in SNGDM, to alleviate the level of trust risk and improve the credibility and reliability of decision results, the proposed decision aid model is adopted to help DMs make decision.

To ensure the smooth progress of the model, it is necessary to explain the meaning and use of the parameters required in the model and give suggestions for all DMs before making a decision. In credibility assessment, \( GCI \) is the consistency threshold widely used by DMs (Table I): it takes different values for different values of parameter \( n \), and does not need to be set by DMs. Integrity threshold \( \alpha \) is used to measure whether DMs have acceptable honesty. Complete honesty is difficult to
achieve in practice. The smaller the threshold $\alpha$ is set, the harder it is for DMs to meet this requirement. Therefore, implementing a less stringent threshold for the evaluation of this criterion would be easier to be accepted by DMs. For example, the threshold range is set in $[0.75, 0.95]$. Receptivity threshold $\beta$ is utilized to measure the gap between two DMs’ opinions. The smaller the difference between a DM and others, the higher the credibility. In reality, due to different knowledge backgrounds or interest of DMs, differences in opinions are normal, and the threshold $\beta$ can be set to a more relaxed interval $[0.15, 0.45]$. In CEP, $TRI \in [0,1]$ and it is the maximum trust risk level that group can bear. Risks are always involved in decision-making, so completely risk-free is difficult to achieve in real world. Consequently, it is more acceptable for all DMs to implement in the model a relatively strict $TRI$. Generally, $TRI$ is set in $[0.2, 0.5]$. $\delta \in [0,1]$ and it is the maximum group conflict level. A value $\delta=0$ is an unlikely scenario for a group, and a soft consensus is adopted, i.e., $\delta \in [0.05, 0.35]$. The stringency of $TRI$ and $\delta$ directly affects the number of iterations. Thus, the stricter these thresholds are set, the more iterations are required to achieve the goal. $\xi$ is a modification and fusion coefficient measured in $[0,1]$. To maintain neutrality, the valid value $\xi=0.5$ is always selected. Reward and punishment coefficient $\chi$ is related to the maximum number of iterations $t_{\text{max}}$ as follows $t_{\text{max}}=[100/\chi]$. Hence, increasing $\chi$ reduces, in general, the number of iterations required.

On the premise that DMs fully understand these parameters, as per their willingness, the thresholds are given and fed back to the third party, and then the decision aid model is activated.

V. AN ILLUSTRATIVE EXAMPLE

This section reports an example illustrating how the proposed trust risk analysis-based CEP for SNGDMS works. Let $E=\{e_1,\ldots, e_5\}$ be the set of five DMs in Fig. 2, and their APRs on a set of four alternatives $X=\{x_1,\ldots, x_4\}$ being the following:

$$P^{(h)}=P^{(\text{SN})} = \begin{bmatrix} 0.5 & 0.4 & 0.7 & 0.5 \\ 0.6 & 0.5 & 0.8 & 0.6 \\ 0.3 & 0.2 & 0.3 & 0.2 \\ 0.5 & 0.4 & 0.7 & 0.5 \end{bmatrix}, \quad P^{(h)}=P^{(\text{SN})} = \begin{bmatrix} 0.5 & 0.25 & 0.15 & 0.65 \\ 0.75 & 0.5 & 0.6 & 0.8 \\ 0.85 & 0.4 & 0.5 & 0.6 \\ 0.35 & 0.2 & 0.4 & 0.5 \end{bmatrix},$$

$$P^{(h)}=P^{(\text{SN})} = \begin{bmatrix} 0.5 & 0.3 & 0.6 & 0.7 \\ 0.7 & 0.5 & 0.1 & 0.3 \\ 0.4 & 0.9 & 0.5 & 0.7 \\ 0.3 & 0.7 & 0.3 & 0.5 \end{bmatrix}, \quad P^{(h)}=P^{(\text{SN})} = \begin{bmatrix} 0.5 & 0.7 & 0.9 & 0.5 \\ 0.3 & 0.5 & 0.6 & 0.7 \\ 0.1 & 0.4 & 0.5 & 0.8 \\ 0.5 & 0.3 & 0.2 & 0.5 \end{bmatrix},$$

$$P^{(h)}=P^{(\text{SN})} = \begin{bmatrix} 0.5 & 0.2 & 0.6 & 0.4 \\ 0.8 & 0.5 & 0.9 & 0.7 \\ 0.4 & 0.1 & 0.5 & 0.3 \\ 0.6 & 0.3 & 0.7 & 0.5 \end{bmatrix}.$$

As per the previous section and the DMs’ willingness, the relevant selected thresholds are: $GI=0.3526$, $\alpha=0.9$, $\beta=0.35$, $\xi=0.5$, $\delta=0.25$, $\chi=0.15$, and $TRI=0.5$. The OWA operator with linguistic quantifier “most” is implemented. Additionally, it is assumed that MTAM with six attributes, competence ($c_1$), consistency ($c_2$), integrity ($c_3$), fairness ($c_4$), receptivity ($c_5$) and SN structure ($c_6$), has original values of 100 for the first five attributes, while the values of attribute $c_6$ are derived from SN structure. Meanwhile, we assume that the weights of attributes in MTAM and OEM are equal. From Example 1, $TD(e_1)=0.41$, $TD(e_2)=0.46$, $TD(e_3)=0.63$, $TD(e_4)=0.38$, $TD(e_5)=0.36$. Therefore, the initial MTAM $T^{(0)}$ is:

$$T^{(0)} = \begin{bmatrix} 100 & 100 & 100 & 100 & 100 & 0.41 \\ 100 & 100 & 100 & 100 & 100 & 0.46 \\ 100 & 100 & 100 & 100 & 100 & 0.63 \\ 100 & 100 & 100 & 100 & 100 & 0.38 \\ 100 & 100 & 100 & 100 & 100 & 0.36 \end{bmatrix}.$$

$T^{(0)}$ is normalized using Eqs. (8) and (9), from which the DMs’ weights are derived: $\lambda(T^{(0)})=(0.1972, 0.2009, 0.2135, 0.1949, 0.1935)^T$. Using Eq. (3), the collective APR $P^{(c,0)}$ is:

$$P^{(c,0)} = \begin{bmatrix} 0.5 & 0.3683 & 0.5878 & 0.5535 \\ 0.6317 & 0.5 & 0.5907 & 0.6150 \\ 0.4122 & 0.4093 & 0.5 & 0.5432 \\ 0.4465 & 0.3850 & 0.4568 & 0.5 \end{bmatrix}.$$

Based on the trust risk measurement rules, the third party monitors DMs’ performance, the details are as follows:

1. From Eq. (17), the DMs’ competence values, $\phi(P^{(1,0)})=\phi(P^{(2,0)})=\phi(P^{(3,0)})=\phi(P^{(4,0)})=\phi(P^{(5,0)})=0$ and $\phi(P^{(1,0)})=\phi(P^{(4,0)})=2$, indicate that the logic and ability of DMs $e_1$ and $e_4$ are insufficient.

2. According to Eq. (2), DMs’ consistency values are: $GCH(P^{(1,0)})=0.0030$, $GCH(P^{(2,0)})=0.4434$, $GCH(P^{(3,0)})=1.5651$, $GCH(P^{(4,0)})=1.4581$ and $GCH(P^{(5,0)})=0.0363$. The values of $P^{(2,0)}$, $P^{(3,0)}$ and $P^{(4,0)}$ are greater than the corresponding threshold values $GCH$ (Table I), which means that DMs $e_2$, $e_3$, and $e_4$ do not satisfy the consistency property.

3. Using Eq. (20), $\delta^{(0)}=0.1983$. From Eqs. (18) and (19), the average fuzziness values $H$ for DMs are: $H(P^{(1,0)})=0.9420$, $H(P^{(2,0)})=0.8315$, $H(P^{(3,0)})=0.8849$, $H(P^{(4,0)})=0.8306$, $H(P^{(5,0)})=0.8306$. Hence, except for DM $e_1$, all other DMs have an acceptable level of integrity at this round.

4. As for the DMs’ fairness, it is obtained: $V^{(c,0)}=(0.4966, 0.5568, 0.4680, 0.4324)$, $V^{(1,0)}=(0.56, 0.66, 0.36, 0.56)$, $V^{(2,0)}=(0.24, 0.58, 0.47, 0.33)$, $V^{(3,0)}=(0.49, 0.28, 0.68, 0.48)$, $V^{(4,0)}=(0.78, 0.57, 0.49, 0.27)$, and $V^{(5,0)}=(0.42, 0.72, 0.32, 0.52)$. Eq. (21) results in $\varepsilon^{(0)}=\varepsilon^{(0)}=1$, which implies that DMs $e_3$ and $e_4$ lack fairness and are at risk of misleading others.

5. By Eq. (22), the receptivity of DMs is $r^{(1,0)}=0.2187$, $r^{(2,0)}=0.2625$, $r^{(3,0)}=0.3062$, $r^{(4,0)}=0.2729$, $r^{(5,0)}=0.2396$. It can be seen that all DMs’ receptivity is recognized.

Then, using Eq. (28), OEM is constructed:

$$OEM^{(0)} = \begin{bmatrix} 100 & 100 & 85 & 100 & 100 \\ 100 & 85 & 100 & 100 & 100 \\ 85 & 85 & 100 & 85 & 100 \\ 85 & 85 & 100 & 85 & 100 \\ 100 & 100 & 100 & 100 & 100 \end{bmatrix}.$$
increased using Eq. (30), and then the weight of $e_5$ is rewarded. Furthermore, MTAM $T^{(1)}$ and OEM$^{(1)}$ are updated as:

$$T^{(1)} = \begin{bmatrix} 
100 & 85 & 100 & 100 & 100 & 0.46 \\
85 & 85 & 100 & 100 & 100 & 0.63 \\
100 & 100 & 100 & 100 & 100 & 0.36 
\end{bmatrix}, \quad \text{OEM}^{(1)} = \begin{bmatrix} 
100 & 85 & 100 & 100 & 100 & 0.46 \\
85 & 85 & 100 & 100 & 100 & 0.63 \\
115 & 115 & 115 & 115 & 115 & 115 
\end{bmatrix}.$$  

By Eq. (10), it is $\lambda(T^{(1)})=(0.2006, 0.2040, 0.2060, 0.1874, 0.2020)^T$ and $\lambda(\text{OEM}^{(1)})=(0.1979, 0.1975, 0.1851, 0.1851, 0.2344)^T$. At this round, the APRs of all DMs remain unchanged, and the collective APR is:

$$P^{(c,3)} = \begin{bmatrix} 
0.5 & 0.3604 & 0.5848 & 0.5478 \\
0.6396 & 0.5 & 0.6052 & 0.6199 \\
0.4152 & 0.3948 & 0.5 & 0.5314 \\
0.4522 & 0.3801 & 0.4686 & 0.5 
\end{bmatrix}.$$  

As per Eq. (26), $\text{TRI}^{(1)}=0.6667>\text{TRI}$, which again means that the group still has trust risk. By Eq. (25), DM $e_3$ has the maximum trust risk level $\phi(e_3)=3$, and has the risk of blind trust. Using Eq. (27), the adjusted $P^{(3,2)}$ is obtained with the help of the APR of the highly reliable DM $e_3$:

$$P^{(3,2)} = \begin{bmatrix} 
0.5 & 0.25 & 0.6 & 0.55 \\
0.75 & 0.5 & 0.5 & 0.5 \\
0.4 & 0.5 & 0.5 & 0.5 \\
0.45 & 0.5 & 0.5 & 0.5 
\end{bmatrix}.$$  

The updated MTAM $T^{(2)}$ based on OEM$^{(1)}$ is:

$$T^{(2)} = \begin{bmatrix} 
100 & 85 & 100 & 100 & 100 & 0.41 \\
85 & 85 & 100 & 100 & 100 & 0.63 \\
85 & 85 & 100 & 100 & 100 & 0.38 \\
115 & 115 & 115 & 115 & 115 & 0.36 
\end{bmatrix}.$$  

As per Eq. (10), $\lambda(T^{(2)})=(0.1954, 0.1988, 0.2011, 0.1825, 0.2222)^T$. By Eq. (3), the collective APR $P^{(c,2)}$ is:

$$P^{(c,2)} = \begin{bmatrix} 
0.5 & 0.3503 & 0.5848 & 0.5177 \\
0.6497 & 0.5 & 0.6856 & 0.6601 \\
0.4152 & 0.3144 & 0.5 & 0.4911 \\
0.4823 & 0.3393 & 0.5089 & 0.5 
\end{bmatrix}.$$  

The third party continues to oversee DMs’ performance. During this iteration, only APR of DM $e_5$ is changed, so heir/her performance also alters. Here, we only display the changed values: 1) By Eq. (17), the competence of DM $e_5$ is $\mu_5(P^{(3,2)})=2$; 2) The consistency degree of DM $e_3$ is $GCH(P^{(3,2)})=0.3327$ by Eq. (2); 3) $\delta^{(2)}=0.1683$ by Eq. (20). The value of average fuzziness $\bar{H}$ for DM $e_3$ is $\bar{H}(P^{(3,2)})=0.9590$ using Eqs. (18) and (19); 4) The DMs’ fairness: $\nu_1^{(2)}=(0.4843, 0.6088, 0.4249, 0.4404)$ and $\nu_2^{(3,2)}=(0.455, 0.5, 0.5, 0.5)$; 5) The receptivity of DMs are $r_1^{(2,1)}=0.1812, r_2^{(2,1)}=0.2375, r_3^{(2,1)}=0.1812, r_4^{(2,1)}=0.2521, r_5^{(2,1)}=0.1979$ by Eq. (22). 

Using Eq. (29), the updated OEM$^{(2)}$ is:

$$\text{OEM}^{(2)} = \begin{bmatrix} 
100 & 100 & 70 & 100 & 100 & 100 \\
70 & 85 & 85 & 100 & 100 & 100 \\
70 & 70 & 100 & 70 & 100 & 100 \\
115 & 115 & 115 & 115 & 115 & 115 
\end{bmatrix}. $$  

Hence, $\lambda(\text{OEM}^{(2)})=(0.2006, 0.1997, 0.1806, 0.1738, 0.2454)^T$. As per Eq. (26), $\text{TRI}^{(2)}=0.3333<\text{TRI}$. In other words, the group is now with admissible trust risk.

Thus, the updated MTAM $T^{(2)}$ by merging OEM$^{(2)}$ is:

$$T^{(2)} = \begin{bmatrix} 
100 & 100 & 70 & 100 & 100 & 0.41 \\
70 & 85 & 85 & 100 & 100 & 0.63 \\
70 & 70 & 100 & 70 & 100 & 0.38 \\
115 & 115 & 115 & 115 & 115 & 0.36 
\end{bmatrix}.$$  

Using Eq. (10), the reasonable DMs’ weights are obtained: $\lambda(T^{(2)})=(0.1977, 0.2007, 0.1974, 0.1731, 0.2312)^T$. By Eq. (3), the credible collective APR $P^{(c,2)}$ is:

$$P^{(c,2)} = \begin{bmatrix} 
0.5 & 0.3460 & 0.5814 & 0.5168 \\
0.6540 & 0.5 & 0.6892 & 0.6608 \\
0.4186 & 0.3108 & 0.5 & 0.4862 \\
0.4832 & 0.3392 & 0.5138 & 0.5 
\end{bmatrix}.$$  

According to Eqs. (14) and (15), the conflict level of the individual DM and the group are calculated: $\theta^{(1,2)}=0.0912, \theta^{(2,2)}=0.1671, \theta^{(3,2)}=0.0853, \theta^{(4,2)}=0.1886, \theta^{(5,2)}=0.1196$, and $\theta^{(2,3)}=0.1287<\delta$. Thus, the predefined conflict level is achieved.

Finally, the exploitation process with Eq. (4) results in $QGDD(x_1)=0.4808, QGDD(x_2)=0.6107, QGDD(x_3)=0.4230, QGDD(x_4)=0.4426$, which translates in the final consensus collective ranking of alternatives: $x_2 > x_1 > x_4 > x_3$.

The proposed model is a new decision model that considers both trust risk management and conflict elimination. In order to emphasize the feasibility and validity of the developed model, we compare it with the calculation results of the traditional CEP, as shown in Table IX. Obviously, the proposed model has great advantages both in the control of trust risks and the promotion of consensus. The group’s TRI is reduced from 0.8333 to 0.3333, which is more than 50%. Also, the number of the DMs with trust risks is significantly reduced, with a drop of 60%. The traditional CEP has no effect on the changes of these two values. Moreover, the proposed model reduced the level of conflict without increasing the number of iterations. That is to say, the proposed method can effectively promote consensus and increase the success rate. On the other hand, we find that the ranking results of these two methods are different, which is natural and logical. In the traditional CEP, the DMs’ weights are often related to trust relationship and are static. If the DM with low credibility is given a higher weight, it may mislead the final decision result. However, in the proposed decision process, we consider DMs’ credibility, reconcile the difference between credibility and external trust, so that the highly credible DM $e_5$ can be given enough attention in group, rather than aggregating information based on external trust relationship. Meanwhile, the information modification for the blindly trusted DM $e_5$ is
inspired by the more credible DM $e_5$, which further ensures the rationality of the decision result. Therefore, the proposed framework allows making more reasonable and credible decision.

| Method             | TRM | TRMID | $|e_i| | $|e_j|$ | $|e_k|$ | $|e_l|$ | Ranking result |
|--------------------|-----|-------|------|-------|-------|-------|----------------|
| Our proposal       | 0.8513 | 0.95 | 0.5 | 0.5 | 0.2 | 0.125 | $> e_1 > e_4 > e_3 > e_5$ |
| Traditional CEP    | 0.8333 | 0    | 5   | 5   | 0   | 2    | 0.1669 | $> e_1 > e_4 > e_3 > e_5$ |

VI. CONCLUSION

This article reported the development of a novel trust risk analysis-based CEP in SNGDM. In this framework, a third-party organization is introduced to monitor the performance of DMs in CEP and to provide evaluation information on DMs. Subsequently, a trust risk measurement method and dynamic management mechanism are designed to detect and reduce the trust risk level of group. Finally, the DMs’ weights integrated into the CEP are dynamically derived from an MTAM. Simulation experiments support the effectiveness of our proposal in trust risk management.

The developed approach can offer decision support to help DMs address the following trust risk problems in SNGDM: blind trust and lack of logical trust. This can prevent DMs from being misled by their close relationship with someone or someone’s status in the SN, and get more reasonable and reliable decision results in SNGDN.

With the development of information technology, large-scale GDM has become a hot issue. In the large-scale GDM environment, the trust risk problems will become more complicated. Thus, in future research, it will be worthwhile and interesting to devise an effective mechanism for managing the trust risks in large-scale GDM [26].
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